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Abstract
0
Sensor nodes in WMSNs should be able to collect vario ms of data prioritize
each form of data based on the application serV|ce reg n iti prowde a certain
degree of Quality of Service (QoS) guarantee. In o ol sens to provide QoS, they

must maintain routing information based on dela b|||ty ergy efficiency. Existing
routing algorithms transmit many routing ceévl messa% reflect dynamic network

conditions. In this paper, we proposeea g pro that can provide QoS that
appropriately reflects changes in netw atus re % reliability and delay, even in
circumstances with a deficiency in se ode . Our algorithm has the advantage
of minimizing the routing control s and Kﬂ re can safely operate from an energy-
efficient perspective, as the a m utlllze broadcast messages regularly transmitted by
the sink node. We observe that the senso e establishes a routing table based on the

shortest route towards asi he ene ency of the foothold, and the least amount of
congestion

Keywords: eles ultlrn@@sebsor network, QoS-aware Routing protocols, Periodic
Broadcast me - Ener y%m
1. Introduction 8

Recently, many ches have been conducted on WMSN (Wireless Multimedia Sensor
Networks) base SN which delivers multimedia information [1, 2, 3]. WMSNs are
networks of Ng‘e;ess embedded devices that allow retrieving video and audio streams, still
images an@ ar sensor data from the physical environment. In addition to the ability to
retrie Imedia data, WMSNs will also be able to store, process in real-time, correlate,
and% multimedia data originating from heterogeneous sources. Wireless multimedia
sensoryfietworks have the potential to enable new applications such as traffic monitoring,
border surveillance, smart homes, and environment and habitat monitoring. The various
applications of WMSNSs are formed into various network traffic patterns. Quality of service
(QoS) characteristics such as delay, error rate, and throughput necessary for these data
patterns become different. Thus, sensor nodes should be able to collect various forms of
sensing data, prioritize each form of data based on the application service request conditions,
and provide a certain degree of QoS guarantee [4, 5]. In order for each sensor node to provide
QoS, it must maintain routing information based on delay, reliability, and energy efficiency.
Thus, a routing protocol that can reflect QoS information will be necessary. In order to
efficiently manage the frequently changing network, dynamic routing protocols are used.
However, these dynamic routing protocols are not suitable because of the limited resources of
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a sensor node. In order to quickly reflect the network status, many control messages are
transmitted. This leads to additional energy consumption by sensor nodes and ultimately
becomes the primary reason for shortening the life span of the overall network [6, 7, 8, 9].

In this paper, we propose a new routing protocol that provides QoS related to delay,
reliability, and energy efficiency. This protocol has an advantage in that it minimizes the
routing control messages and therefore can safely operate from an energy-efficient
perspective, as the algorithm utilizes the broadcast messages transmitted regularly by the sink
node.

2. Analysis of the WMSN Traffic Characteristics »\)-

Periodically paused switched Ethernet (PPSE) was previously proposed to en energy
efficiency in small-sized Ethernet switch[7]. The original wireless sensor @i (WSNs)
collect environmental data of the scalar form measuring température, h nd location,
and provide a simple monitoring service. Recently, increasing\the de%gt for multimedia

sensing data make the following conceptual and functi angesﬁﬁﬁ ry in WMSNE.
- Request for integrated provision of various a@tion w ough a WSN.
- Request for video sensor networks for W@ss survel S&ﬂystems [3]
- Due to expansion in WSN serwce\r S, a nee WMSNSs that can sense and
transmit various multimedia inf; on f such as a small amount of scalar

information and high- defmlt ages w* capture information, low-resolution
video data, or high-resoluti e size Vi nf

- Apart from simple survell ance fi

wireless sensors an r netw ich include an actuator that can intellectually
control the ob e the se ield.

The future is ex o incl ultlmedla data-sensing functions such as sound, video,
and multimod acterlstlc h traffic characteristics of WMSNSs are as follows. First,
the data captu mW, consists of low-speed small-size scalar data, large-size scalar
data, images, sound capt ormation, and video information at various resolution levels.
As shown in Table 1, s data will be in various patterns such as periodic data reporting,
continuous informafi®g™ monitoring, event-driven data, query-based data, and critical

command for sen ontrol. QoS characteristics such as delay, error rate, and throughput
requested by’&éedata patterns are different [2, 5].

Application

. . Data flow perspective
service perspective

Tabl§ ]@stification of traffic characteristics of WMSNSs application services

- Real time, loss-tolerant multimedia

- Periodic reporting data
. . . . stream
- Continuous information monitoring . .
data - Delay-tolerant, loss-tolerant multimedia
stream

- Event-driven data
- Query-based data
- Control command data

- Real time, loss-tolerant data
- Real time, loss-intolerant data
- Delay-tolerant, loss-intolerant data

Second, the traffic from sensor nodes to the sink node is many-to-one communication.
Third, the data delivered from the sink node to the sensor nodes have a quarry purpose,
program patch, or control information transmission purpose in a broadcast, multicast, or
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geocast form, and the data transmission cycle and interval changes depending on the
application service. Accordingly, the routing table in the sensor node does not need to have
information on the overall node.

3. An Energy and QoS-aware Routing Algorithm for WMSN

In WMSNSs, there are huge numbers of concentrated nodes and the network status changes
frequently. Thus, a routing protocol that can respond appropriately to these dynamic changes
is needed. Furthermore, restricted resources of sensor nodes and energy consumption are

considered for increasing network lifetime. x).
Table 2. The structure of broadcasting message v’,
P
Specific Field Significance , N '\ 4
ID Broadcasting message identifier ﬂ °
Identifier which distinguishes mesgage .
Flag - Initial routing structuring ¢ ¢
g routin e

- Message requesting for upg

Node Identifier Transmission node iden
Location Information Transmission node 1nf0rmatl

Hop to Sink Count from tran node to smk de

Node Delay Average tlm@ of tranSwi 10 node delay

Total Delay Accu ul@ ay tlme om transmission node to sink node.
Residuary Energy g&/ rgy levels o nsmlssmn node(5 levels)

The wireless sensor net syste xts of various sensor nodes and has a structure
that transmits data form m the s node to the sink node. The routing information
uses the sink node’ cast 1nf ation to transmit based on a fixed time. The routing
information uses_t TO dcast information to transmit based on a fixed time.
Table 2 reflec eC|f|c feI and significance of the broadcast message to delivery of
routing |nfor o es maintain their node identifier information, location
information, and re5|d ergy level value. The node delay (sample_delay) is measured

each time the data is |tted to the sink node, and the following formula is used to update
the average delay ti vg_delay).

an delay = (1-w)xavg_delay+wxsample delay (equation 1)

Qesents the routing table construction algorithm proposed in this paper. All
maintain four types of internal status variables to establish the routing table. The
varia rdcst_count reflects the number of messages received in the relative session. The
variable brdcst_ID saves the identifier of the broadcast message received and, using this,
determines whether or not the broadcast message was received in duplicate. The variable
‘max’ shows the maximum value of the broadcast message receivable in one session. When
the value of brdcst_count reaches max, the routing table updating process is terminated. If the
value of the end flag is true, this suggests that the routing updating procedure has been
terminated.

First, if the message reaches from the sink node to the routing renewable cycle, it creates a
routing table revision request message and broadcasts this to the adjacent node. The sensor
node that receives the broadcast message analyzes the message’s ID field value and confirms
whether or not it was the first message received. For the first message, the ID field value is
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saved as the variable brdcst_ID, which increases the value of brdcst_count. Furthermore, it
starts the routing renewal timer. This timer reflects the routing’s maximum renewal time
period. The process from the sensor node to the routing enewal process terminates when the
brdcst_count value reaches max or when the routing renewal timer has been completed.

Initialize:
brdcst count = 0;
tmp brdcst packetID = null;
max = k;

end flag = 0;

On_Receiving Broadcast_Message:
if (brdcst packet.id != brdcst ID) {
brdcst ID = brdcst packet.id;
brdcst count++;
reglster nodee (source_node

build brdcs (nodee) ;
end flag = false;
timer start();
broadcast msg (
} else {
if (end flag ==
brdcst count++

@Q

ﬁ
N

\

O

s
RO

reglster_no ource!s\y
build brd dee
broadcas g\
i )

f(br counr
en lag = tr
azi tim A\Q;?
o@ eg& ble(

Xxpired:
en g = true;

wbdg¥e route_table();

i | on algori
gure 1. Routing table construction algorithm

All o @formatlon of the original routing table is deleted, registered in the sender node
table n@ount location information, node delay, overall delay and residuary energy level
mon is saved (register_nodee()). Based on the message received, a new broadcast
messae is created(build_brdcs()). The ID and Flag value should be copied as is, the hop
count should be increased by 1, the relative node information, such as node delay and
residuary energy level, should be added, and the message should be broadcast to nearby
nodes. In the case of an already-received message, first, if the end flag value is true, the
relative message should be dismissed. If the end_flag value is false, the sender node should be
registered in the table, followed by saving the count, location information, node delay, total
delay, and residuary energy level information (register_nodee()). Based on the received
message, a new broadcast message is created (build_brdcs()). The ID and Flag value should
be copied as is, and the hop count, node delay, total delay, and residuary energy level value
should be used to choose the optimal value in the table to add to the message, followed by
broadcasting the message to a nearby node. If the increased brdcst_count value is equivalent
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to max, depending on the shortest delay and energy level, each routing table should be revised
to enable a selection of the optimum route. Furthermore, the routing renewal timer should be
stopped, the end_flag set up as true, and the routing information renewal procedure should be
terminated. If the routing renewal timer expires, depending on the shortest delay and energy
level, each routing table should be revised to enable selection of the optimum route. Once the
end_flag is set up as true, the routing renewal procedure should be terminated. Table 3
presents the specific fields of the routing table proposed in this paper.

Table 3. The structure of Routing table

Rank Next ~ Count  node total Remaining ~ Location ‘x).
1 YW
: O
...... .
n
Figure 2 and 3 show the specific process of the g tablg cepstruction mechanism. The
broadcast messages from the sink are transmitteehto nodes 1, 2, 3. Because it is the first
message received from each node, the infpr related tQ.the least node should be added.
Node 2 should receive broadcast informati om nodes $,and 3, but because the message

has already been registered, the relative houl@istered only in the adjacent node.

. Confirm whether
message

2. Registefjin 1};} table entry
3. O t e towards sink node if the counteris 0
4. t nlimited standby prevention standby

1€

e packet is the first received

sink

" Revise the packet’s node information and count.
| Broadcasting to adjacent node

@e 2. Broadcast packet reception process 1

node 1. Arrival of second packet
2. Save the sender node in the routing entry
O<—O ) 3. Stop the routing standby timer
@ X | J 4. Increase the message reception counter
|
R
O(— > @ sink
N
D U.'__""*l 1. Arrival of third packet
T 2. Save the sender node in the routing entry
LN 3. Stop the routing standby timer
H 4. Register in adjacent node list
5. Increase the message reception counter

Figure 3. Broadcast packet reception process 2
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4. Verification and Result Analysis

The verification of the mechanism proposed in this paper was conducted through
simulation. Figure 4 shows the node composition of the simulation. The simulation script was
developed in Visual Studio 2010 operating in a Windows 7 environment with 8GB RAM.
The 25 nodes that are used in the simulation form a 5x5 grid. The broadcast should revise and
use Blind Broadcast in line with the simulation. Each node should transmit the packet in all
directions to an adjacent node. The broadcast message used to renew the routing table should
be transmitted to the sink. The simulation nodes should only be broadcast in received packets.
In order to review the suitability of the protocol operation, the standard for degiding the

level. When the broadcasting starts in the sink and the total node S routing tab
completed, each node’s routing table should be checked to see whether t
moving appropriately. The node’s routing table rank in the ulatlo determined
by taking the count into consideration. Therefore, the | t|0n t%ﬁecked with the
result is the connection node, count, and congestloné x)

sink(0,0)

node(44)

flguratlon for verification

Node 1 D(\«y m
Priol Co! geystinn Level:=_4 Vnergy: 18

Node ID: [31[4]

Flku;\ Net‘vg

Prior Congestion Level: & Energy: 9
1st bde 1Dz I Distance: 4 1st Node ID: [21[4] Distance: ?
Energy: 18 Energy: 18
2nd Node ID Y Distance: 6 2nd Node ID: [31031 Distance: 7
A Energy: 18 Energy: 9
Ied (\y 3wd Node ID: [4104] Distance: 9
y Energy: 9
Wﬂ[‘i]
% Node ID: [41131
Congestion Level: 3 Energy: 10 Peior  Congestion Level: 7 Energy: 9
ist Node ID: [31[41 Distance: 8 1st Node ID: [31[31 Distance: 7
Energy: 10 Enorgns 9
2nd  Node 1Dz [41031 Distance: 8 2nd  MNode ID: [4112] Distance: 7
Energy: 18 Energy: 8
Ird - 3rd Node ID: [41041 Distance: 9
Energy: 9
Node ID: [41[81 . .
Figure 6. Equivalent count node
Prior  Congestion Level: 2 Energy: 18 _ .
information
1st Node ID: [31[81 Distance: 4
Energy: 18
2nd Node ID: [41011 Distance: 6
Energy: 18

Ird

Figure 5. Routing table of Edge node
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Figure 5 presents the edge area of the node’s routing table such as nodes n(0,4), n(4,0), and
n(4,4) as a result of the simulation. As the edge node has two adjacent nodes, once the node’s
reception standby timer is completed, the table should be renewed. We can see that each node
has two adjacent nodes. If you check the details of node n(4,4) of the results, a hode with an
equivalent count exists. Figure 6 reflects the equivalent count node information of node
n(4,4). Both nodes have the same count, but node n(3,4) has a lower congestion level
compared to node n(4,3). We are therefore able to see that the sensor node establishes a
routing table based on the shortest route towards a sink, the energy efficiency of the foothold,
and the least amount of congestion. Therefore it provides an appropriate routing service suited

to current network circumstances. x)

5. Conclusion

The WMSN sensor node should be able to collect various\fosms of |nformat|on
prioritize each type of data based on the request conditi %S the f@lwn service, and
provide differentiated data transmission. In order f sensorqode 10 provide QoS, i

should maintain routing information based on del@l ablllt an ergy efficiency. We
propose a routing protocol that can provide at ap er reflects changes in
network status regarding reliability and dela 'épn in cir ms nces with a deficiency in
\

sensor node resources. Our algorithm has th antage inimizing the routing control
messages and therefore can safely op 0m a gy-efficient perspective, as the
algorithm utilizes broadcast messages rIyt ?ﬁ% d by the sink node. The verification

|mulat|on method. We were able to

of the proposed algorithm was o d thr
observe that the sensor node ishes a ro% le based on the shortest route towards a

sink, the energy efficiency of the foothold. '{g the least amount of congestion. This means

that it provides an approp'r'@ uting @& uited to network circumstances.
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